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LDISPATC! SECURITY ASSESSLENT

iN
POWER SYSTEMS,
3 BY:
A TANTAWY.® 5 ALA.HASSAN.®*®
ABSTHACT
Dispatch securit; essessment is studied to develop a pro-
granmable algorithmn in this {ield. The i.. objectives of the
developed securit. i.ogram are:to incorprate network and enviro-

nental constraints, to proviie results which allow the aystem
operator to perform necessery corrective actione into the svstem
ciegpatch for maintaining secure opersation and to nrovide a fast
sclution for power flows within the syastem for any further studv.
The veveloped s«curity vrogram provideg a zolution ranié enough
10 ailow sufficiently frequent remetition to follow changing
systen conditions and can be used on line or off llne for main-
tainiang secure system cperation and relighility.
LaTAOLUCTION

' Securiity anslyeis of electrical power systems 1s arn
important phase of syste~ operation *o secure its reliahility,
continuity and its efficient uge of csquipment., Security sanelveis
ig n oaust routine which should be pertormed just after any dia-
turbance or contingencv in the system,Fesults of any security
angiysis chould ve obteined ng fast re oossivle te supervise what
zinould te wmadz: So keeo the cystem save and reliable.

According *to this c¢lear immortance of security snsa-~
lvsie , the subject hes been studied end attacked from different
soint of views {1-4) . Worx is still going on the subject to sim-
nlify its implemention, to imnrove obtained results, to decrease
computation time, storasge reguirement, ......etc,

The paper presents a software baced approach for the
analysis of security assessment which may be performed to super-
vige the required adjustments after anv outage of generation,
transuission or any sudden change in load demand, The developed
annroach is coded in Fortran IV language and is nerformed on a
sample nsower network, The developed approach is simvle , haa a
fast response and the obtained resulte are sufficiently accurate.
Implenentation of sparsity technigues are recommended for large
scale power networks, If such implementation is skillfully coded
(5), it will not affect any achievement on this anoroach,

SECURITY ASSESSMENT PROBLEM

The secure operation of ~wery system
ig assured when preceutions and arrangements have ’ ~ to
keep the system safe from any determinestic or pre /
changes associated with system operation, fy/
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Security routines must be able to record the system response
for credible outages of transmission, generation or loss of loads
and the new state is checked in terms of predetermined constrainte
on the line power flows, reactlve sources and voltage magnitudes,
When an outage causes constraint violation, sunervisory orders
should be excuted to perform the approoriate actions.

Security assessment may then be performed through an eff-
icient load flow enalysis which may resoond to «ny network change.

The lcad flow problem in a power system is mathimatically defined
a8t

n » *
Pi+;|qi=vi§1_¥ij(vi-vj) 1 £ (1)

The above equation ig known as the load flow equation and it is
an important relation as it combines all network variables in
one experession.Byuation 1. represents a set of non-linear
gimultanious equations.Various aporonchs have been proposed for

its solution in the literature of vower system anaelysis and of
nunerical techniques.

Newton-Raphson method has been applied succeassfully to the
solution of the load flow problem in low and medium power networks,

Decoupled load flow methods .re much faster for large power
networks,

In this security assessment sopproach, Newton-Ravhson load

flow technique has been applied tc =suit the choored sample nower
network,

SECURITY CONSTRAINTS AND CONTINGENCY LIST

Conventional digpatch
security constraints are: line power flows, bhus voltages and
uctive end reactive power limits. Allowable values of thege
constraints should be tabulated according to the state of the
gsystem and the reyuired operating conditions.Se,

Pgimax >/ Pgi 7/" Pgimin i=1l,m (2)
Qeimax ;; Qgi ;Z Qgimin i=l,m (3)
S

S; 8 nx for all transmission lines (4)

The voltage mismatch is choosen as 0.01 P.U, therefors,

0,99V, \g v, \< 1.01 v, (5)
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Where X
'Pgimax' Pgimin are maximum and minimum output of generator 1
m nuamber of gener.tors in the system.
S X maximum power tr.nsmitted through T.L.
v?a Voltage at busbar 1.
n

number of bugburse in system considered.

In addition to these constrainte, security assesgsment ulgo-
rithm must include u contengency liest, where the contingencies
should be processed in an order that take into account their proe
bubility und severity. Generation outage and network changes are
the major stutes which are greatly concerned by a dispatch sec-
urity assessment program.

PROPOSED ALGORITHM

The proposed algorithm for a sequential analy-
sis of digpatch security assessment is based on Newton-Raphson
load flow subroutine to provide a rapid and an uccurute solution
for the system state after uny change in system overating conditi-
ons. The main program aeccepts the order of any change, performs
the necessary computations and outputs the new operating state
specifying =any violation in specified limits which mssure the
secure operation of the system. Such procedure c¢c-n be formulated
as;

1- Accept the current change, generation, transmission outages,
or sudden change in load demand.

2- Test to specify change.

3- Perform necessary load flow studies to investigate the new
system state.

4- Print or monitor the necessary adjustiments,

The Wewton-Raphson load flow program is divided into two
subroutines NRPEl and NRPF2, the first of which is responsible
for data ipitielization and prevaration while the second is res-
ponsible for computations and results of the anslysis.

Pig.l.shows the flow chart of the provosed idea,in which
the read statement providesthe new system state,I and J are the
indecies of the required nodes or node, INDEX may be punched with
any value(+ve, -ve or zero) to identify one of the following three
diftferent cases:branch out or in, generation out or in and load
changes

SLAULATION STUDIES ON A SAYMPLE NETWORK
To investigate the applice-
ability of the developed algorithm for dispatch security arsessg-
ment, simulation stucdies have been carried out on the sample power
system(6) shown in fig.2.The following study cares have been per-
formed on the network:
Case study 1 : System stete as given in the original reference.
Cage study 2 : Branch outage simulation between nodes 2 and 3
end generation partisl loss at node 2.
Case study 3 : Branch outage simulation between nodes 2 and 3
and generetion adding at node 4.
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~-ve

CALL NRPF1

INDEX

Zero

>

+ve

R.OUT or IN
STMULATION

EN.QUR or IN
STMULATION

\

OAD CHANGES

SIMUL,

ATION

by

h

CALL NRPE2

CHECK
SYSTEM STATE

/éRITE ABNORMALITIE?{?%RITE SYSTEM STAT?/

Fig/l : Dispatch Security Assessment.
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Obtained results from these ease studies are summerized 1n tables
1l and 2 for line power flowa and node voltages resnectively .

All results have been checked with stored system constraints and
obtained after three iterations,

¥ig.2; Sample power network.

Table l: Line power flows

Bus Case study 1. ase study 2. Case study 3.

code| Real po Reactivd Resal Rractive Real Reactive
power P vower | Power P| Power qQ Power P Power Q

AW MVAR MW MVAR MY MVAR

1 3 40.776 3.684 50.811 8,613 42.258 2.542

2 3| 24.429 4.786 Out off the netwprk.

2 4| 27.685 4.408 | 37.883 1 6.989 29.867 1.868

2 5 54.149 11.793 59.329 [ 13.426 55.263 10.532

J 4 19,093 -3.463 4.474 | -5.645 -3.115 -8.A50

4 5 6.283 -0.548 1.361 | -0.315 5.245 1.808
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Table 2 : Bua voltage magnitudes.
Bue No 2 3 4 5
Case study 1 1.05246 1.02893 1.02819 1.01968
Case study 2 1.04758 1.01321 1.01547 1.01185
Case study 3 1.04751 1.02338 | 1.02645 1.01494

CONCLUSIONS

Dispatch security asseesment in power systems ig
based on an efficient, accurate load flow subprogram. For low
and medium scale power systems load flow subnrograms are coded
ueing Newton~-Raphson iterative technique. For large acele nower
system, decoupled methods and sparsity implementatlon techniques
ahould be used to insure minimum comouter storage requirements
and computation time.

The msin progrem which performs the sequential anal-
ysis of dispatch security assessment contains tables of system
congtraints, contingency list and allowgble rated parameters of
varies equipments of the system. The only change in the main
nrogram is in the data card which containe the new state in
system operation

Obtained regults for different operating conditions
of generation partiml loss and addition and branch outage of
loads at different busges of a 5-node sample nower network showed
fast coanvergence in all cases. Some values of obtained resgults
are compared with the corresponding predetermined values. The
comparison assured the accuracy of the obtained repults.

Dispatch gecurity asgsessment simulstion on 1lsarge scale
networks using sparsity techniques and decouvled load flow meth-
ods is the next step of this naver.
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